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Proposal
It is proposed to adopt the following solution in TR 23.700-07.
FIRST CHANGE
[bookmark: _Toc31114336][bookmark: _Toc31120359][bookmark: _Toc23326075][bookmark: _Toc23326573]6.X	Solution #X: Enabling service continuity with pre-established backup connection
[bookmark: _Toc31114337][bookmark: _Toc31120360]6.x.1	Introduction
This solution addresses the service continuity problem of KI#2. The solution enables a single-radio UE to achieve service continuity between SNPN and PLMN by pre-establishing a backup UP connection in the PLMN for SNPN services.
[bookmark: _Toc31114338][bookmark: _Toc31120361]6.x.2	Functional Description
R16 already supports UE accessing the SNPN services via the PLMN and N3IWF in SNPN. However, for a single-radio UE, when it moves from the SNPN to the PLMN, it has to go through a lot of procedures before it can resume the SNPN services from the PLMN:
· The UE needs to register with the PLMN (over 3GPP access) if it has not previously registered;
· The UE needs to establish a PDU session in PLMN for the UP connectivity to the N3IWF in SNPN;
· The UE needs to establish IPsec SA with the N3IWF;
· The UE needs to establish PDU Session via N3IWF for the SNPN services;
It’s obvious that these procedures take significant time and will cause service interruption.
In this solution, we propose that the UE may temporarily leave the SNPN network when it is still served by the SNPN and switch to the PLMN to pre-establish a backup UP connection in the PLMN. After the backup connection is ready, the UE may return to the SNPN network. When the UE actually loses SNPN coverage and switches to the PLMN, it may find the backup UP connection ready and re-activate it to resume the SNPN services. The solution has the following building blocks:
· Triggering of temporary leave
When the UE establishes a PDU Session in the SNPN, the network may indicate that whether the PDU Session is subject to a backup connection in PLMN. The network may take into account a few factors to make the decision, such as the UE and the network’s capability, the network policy, whether the related service requires inter-network service continuity, etc. If the network indicates that the PDU Session may benefit from a backup connection, the UE may choose an appropriate occasion to request temporarily leave from the serving SNPN. During the temporary leave, the UE may switch to the target PLMN to establish backup connections for the SNPN services or perform registration update with the PLMN. How the UE determines the time to leave is based on UE implementation and may take into consideration the UE’s CM state, data inactivity period, radio conditions, etc.
· Temporary leave request and confirmation
When the UE decides to temporarily leave the SNPN, it may initiate a NAS procedure to request temporary leave. Similar procedure was discussed in the MUSIM study and may be reused here. If the network can accept the UE’s temporary leave, it confirms the request and may buffer the UE’s downlink data before the UE returns. Then the UE may exit SNPN access mode and select a target PLMN network based on UE configuration. 

· Backup connection establishment in the PLMN
The UE establish a backup PDU Session from the PLMN for the original SNPN services using existing procedures. 
When the backup connection is ready, the UE re-activates SNPN access mode and returns to previously registered SNPN.
 
[bookmark: _Toc31114341][bookmark: _Toc31120364]6.x.3	Procedures
Figure 6.x.3-1 below shows a high-level procedure of this solution. 





Figure 6.x.3-1: pre-establishment of backup UP connection in PLMN for service continuity
Step 1. The UE is registered in the SNPN
Step 2. The UE has established the PDU Session (ID=1) for a certain SNPN service x. The network may indicate that the PDU Session may benefit from or may need a backup connection in PLMN. 
Step 3. The UE determines an appropriate timing based on implementation to initiate temporary leave from SNPN.
Step 4. The UE sends a NAS message to the serving SNPN requesting temporary leave. It may indicate the reason for temporary leave, e.g. for preparing backup connection in PLMN, and estimated period of leave.
Step 5. The SNPN network may confirm the UE’s request and indicate expected period of leave and a list of preferred target networks for establishing backup connections. The network may start to buffer incoming data for the UE during the expected period of temporary leave.
Step 6. The UE then exit SNPN access mode and start searching for available PLMN networks. It may prioritize the selection of previously registered PLMN or the high priority target PLMN network indicated by the SNPN in Step 5.
Step 7. The UE registers with the selected PLMN if it has not previously registered.
Step 8. The UE establish a PDU session in the PLMN for the connectivity to the SNPN N3IWF.
Step 9. Using the established PLMN PDU Session, the UE establishes IPSec Secure Association with the N3IWF.
Step 10. The UE initiates the backup PDU Session for the SNPN services X. It may indicate Existing PDU Session and use the same PDU Session ID. The UE may also indicate this PDU Session is for backup or standby purpose so the SNPN network will not steer data to the PDU session before it is really needed. If there are multiple PDU sessions in SNPN that require service continuity, the UE may continue to establish backup connections for those too.
Step 11. After the backup connections are successfully established, the UE may re-enter SNPN access mode and returns to previously registered SNPN.
Step 12. The UE may notify the SNPN that it has returned. The UE may initiate other existing procedures, e.g. Service Request or Registration Update to notify its return to the SNPN. The UE shall listen to the radio in PLMN while it stays in SNPN to exchange IKE liveness check. Also the UE need to perform necessary procedure e.g. periodic registration update to maintain registration.

[bookmark: _Toc31114342][bookmark: _Toc31120365]6.x.4	Impacts on services, entities and interfaces
Editor's note:	This clause lists impacts to services, entities and interfaces.
The solution has the following impacts on the entities and interfaces:
· UE:
· Supports the procedure to temporarily leave a network;
· Supports the switch between SNPN access mode and non-SNPN access mode when necessary;
· Supports the indication that a PDU Session is established for back-up purposes;
· Monitors PLMN radio to listen Paging to receive any signalling (e.g. IKE liveness check)
· AMF:
· Supports the UE temporary leave procedure
· SMF/UPF:
· Supports buffering downlink data when the UE is in temporary leave
· Supports the establishment and re-activation of a PDU Session for back-up purpose
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